
Windows 10 Solutions from OCG

Why is Oxford Computer Group (OCG) 
the best partner to help with a Windows 
10 deployment? Because nobody knows 
Identity and Data Access Security better than 
OCG. We’ve been designing and deploying 
solutions for over 15 years.

Windows 10 is packed full of security and identity protection 
features, and Oxford Computer Group can help you 
integrate them with Microsoft’s complete identity and 
security solution stack.

OCG offers three types of Windows 10 engagements: 
 ■ Windows 10 Enterprise Pilot

• OCG will help you prepare to deploy Windows 10 into 
production

• Create an image for deployment

• Application deployment

• Overview of best practices for deployment

• Deployment plan

• Installation, set-up, and use of Microsoft Tools, 
including Configuration Manager

• Standard package includes one week of onsite work 
and travel expenses, as well as remote follow-up and 
support

 ■ Windows 10 Mobility Proof of Concept

• Explore use cases for device management, including 
Windows 10 PCs

• Conducted by one of our architects onsite at your 
location

• Standard project includes one week of onsite work and 
travel expenses

• Up to two days of remote follow up

 ■ Windows 10 Enterprise Security Briefing
• Get an overview of the threat landscape 

• Learn more about the security components included in 
Windows 10, including:

• Windows Defender Advanced Threat Protection

• Windows Information Protection

• Windows Hello for Business

• Standard projet includes four days of onsite work and 

travel expenses

All projects can be tailored to fit your 
organization’s goals and budget.  
Oxford Computer Group (OCG) specializes in identity, 
access, and security technologies. Since 2002 we have 
worked with more than 800 enterprises worldwide and have 
won Microsoft’s Partner of the Year award seven times. 

Find out more. Contact us today  
+1 877 862 1617  

info@oxfordcomputergroup.com 

oxfordcomputergroup.com

Explore Windows 10’s security technologies, protect your data 
and devices, and better control both corporate-owned and user-
owned devices.


